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IntelCenter

• Founded in 1989

• Focused on terrorist & rebel groups since early 1990s 

• Core competencies are targeting, tactics, operations, messaging and 
social media presence of terrorist and rebel groups

• Collection, exploitation & analysis

• Designed to support analysts & operators
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• Supporting clients in more than 30 countries

• Clients span across military, intelligence and law enforcement 
communities as well as Fortune 500, private contractors, NGOs, 
educational institutions, media and researchers.

• Partnered with more than a dozen leading technology companies 
and integrators

IntelCenter Clients
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IntelCenter Database (ICD)
• 17 different data sources on terrorist & rebel groups

• 890,000+ manually created records spanning 25+ years

• More than 200 million data points

• New information added 24/7

• Live charting and visualizations of key data

• Customizable email notification system for new data

• AI text extraction & translation from 200+ languages

• AI detection for objects, logos, landmarks and faces

• Technical metadata exploitation and forensics support

• 24/7 support

• Encrypted web accessible database works on desktops, smart phones & tablets

• Supports raw data export for import into other tools
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FlashNet Alert Feed

• 24/7 notification via email and/or SMS of 
significant terrorist threats & developments

• Not an automated service, alerts sent by 
IntelCenter analysts and watch officers

• Messages range from 50-500 characters

• Supports over 800 mobile phone 
networks in more than 200 countries

• Messages can be filtered by country, terrorist/
rebel groups and subject matter
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IntelCenter Database (ICD) 
Video Component

• Largest archive of released terrorist and rebel 
video in the world covering nearly 30 years

• 113,000+ audio/video releases

• 10,000+ hours fully tagged and searchable

• Highest-quality versions & full metadata

• AI transcription, translation & subtitles 
from 70+ languages

• AI text analytics with identification of named 
locations, people and organizations

• AI keyphrases, keywords, word frequency & 
sentiment analysis
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IntelCenter Database (ICD) 
Publication Component

• 88,800+ pages from 3,900+ terrorist 
books, magazines, guides & training 
manuals

• AI text extraction & translation

• AI text analytics with identification of 
named locations, people and 
organizations

• AI keyphrases, keywords, word 
frequency & sentiment analysis

• Powerful viewer allows you to easily 
move through complete original version 
of publication in all languages
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IntelCenter Database (ICD) 
Incident Component

• Terrorist & rebel incidents from 2000 to today

• More than 258,000 records

• Search & sort by country, group, 
tactic, target & more

• Events tagged by tactic & target

• Source information listed

• Analytics for lethality of attacks, 
frequency, popular tactics & targets

• Integrates maps and satellite imagery as well as 
historic weather data
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IntelCenter Database (ICD) 
Threat Component

• More than 93,000 threats and communications 

• Integrates threat streams from group 
communications, government and other 
reporting

• Includes assessment and likelihood rating

• All threats tagged to allow easy searching by 
tactic & target

• Search by group, country, date, keyword and 
more
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IntelCenter Database (ICD) 
Photo Component

• 363,000+ photographs and graphics 
produced by terrorist and rebel groups

• Fully searchable by country, group, date, 
content and more

• AI text extraction & translation from more 
than 200+ languages

• Searchable on any text that appears in image 
from road signs to license plates

• AI detection for objects, logos, landmarks, 
faces, age, gender, QR codes & barcodes

• Technical metadata exploitation and forensics 
support
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IntelCenter Database (ICD) 
Logo Component

• Features logos and symbols used by 1,700+ 
terrorist/rebel groups

• Fully searchable by group and country as 
well as logo descriptives such as color, 
shape and content

• Each entry has one primary logo and up to 
five additional logos and symbols

• Updated daily as new logos are identified
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IntelCenter Database (ICD) 
Individual Component

• Details on 19,700+ known terrorist/rebel 
group members and associates

• Contains five images of the subject’s face as 
well as left & right profiles, hands, ears, teeth, 
personal items, full body & more

• Key details such as nationality, likely country 
based out of, group and title, locations lived, 
skills, languages spoken and more

• Fully searchable by name, group, date of birth, 
country, nationality and more

• Updated daily as new photos are identified
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IntelCenter Database (ICD) 
Recognition Component

• Supports analysis and awareness within an 
area of operation of what one is likely to 
encounter

• Features 1,100+ photos of terrorist/rebel 
group weapons, clothing, vehicles, 
communications, training camps and more

• Searchable by country, group and type
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IntelCenter Database (ICD) 
Hostage Component

• Features 930+ hostage records

• Search on hostage name, nationality, job, 
country kidnapped from, country likely to be 
held in and much more

• Instantly see how many days have elapsed since 
the hostage was kidnapped, last communication 
and last time an image of the hostage was 
released

• See chronological stills of the images released 
by the group of the hostage

• 1-click links to all threats, communication, audio 
and video related to hostage 
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IntelCenter Database (ICD) 
Analysis Component

• Features 2,100+ analytical reports

• Timely insights by IntelCenter analysts 
on emerging patterns, trends and 
changes in terrorist and rebel activity

• Graphs, charts & other visualizations

• Quantitative, pattern, frequency & 
trending analysis
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IntelCenter Database (ICD) 
Geospatial Component

• Geospatial mapping using IntelCenter's 
numerous data sets to include threats, video, 
kidnapping and much more

• Mapping of appearances of high threat items 
such as SAMs and other anti-material weapons, 
night vision, comms and more

• Animated heat maps & others to show change 
over time

• More than 50 specialized analytical maps

• Searchable by country, group, type, title, date, 
analysis and map notes
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IntelCenter Database (ICD) 
Country Dashboard

• One-stop shopping for all threat, incident, 
hostage, video, audio, photo, equipment, 
members and more on the country of your 
choice

• Country Threat Index (CTI) tracking live the 
threat level in each country based on past 30 
days

• Live charting and visualizations of key data 
pertaining to each country 

• Live key threat information on timing of attacks, 
locations, tactics & targets

• Covers 213+ countries
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IntelCenter Database (ICD) 
Group Dashboard

• One-stop shopping for all group info on threats, 
incidents, hostages, videos, audio, photos, 
equipment, members and more

• Features 1,600+ groups

• Group Threat Index (GTI) tracking live the 
threat posed by each group based on past 30 
days and current year

• Live charting and visualizations of key data 
pertaining to each group 

• Live key threat information on timing of attacks, 
locations, tactics & targets
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IntelCenter Database (ICD) 
Social & Tool Components

The ICD contains a component focused on social media data associated 
with terrorist and rebel groups as well as another on the cyber tools 
created by them.

These two components are restricted to approved government agencies 
only. Additional details are available to official members of the military, 
intelligence and law enforcement communities by emailing 
info@intelcenter.com.
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IntelCenter Database (ICD) 
Technical Exploitation &

Digital Forensics

The ICD contains special capabilities to support technical exploitation, 
digital forensics and related areas of work. Capabilities span a range of 
use cases from tactical applications to working with big data.

These capabilities are restricted to approved government agencies only. 
Additional details are available to official members of the military, 
intelligence and law enforcement communities by emailing 
info@intelcenter.com.
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IntelCenter Database (ICD) 
Raw Data, API Access
& Platform Integration

• ICD data is available in its raw form with or without structured 
metadata to support its use with biometric and other tools in 
either an R&D or live operational capacity

• Integration into client or partner platforms is supported for all or 
select sets of ICD data

• API and other forms of access are available to support a variety of 
requirements and use cases
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ICD Technical Requirements

• Internet connection

• Computer, tablet or smart phone (compatible with both iPhone/iPad and 
Droid devices)

• Minimum desktop browser: Chrome v95, Edge Chromium v95 or Safari 
v15

• Minimum mobile browser: Mobile Safari on iOS 15 minimum or Chrome 
v95 minimum on Android v7.x minimum
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Pricing & Ordering Information

• Can be ordered with credit card or purchase order

• Monthly or annual billing available

• Accounts typically activated within 24-hours of order being 
received

• Subscriptions can be made online at https://intelcenter.com/icd/

• For multi-user, workgroup and enterprise accounts email 
orders@intelcenter.com for inquiries or fill in the form at 
https://intelcenter.com/enterprise-contact.html
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